
Glitch-games

It was typical of early video games to have glitches.  Often these glitches could be exploited for the 
sake of gaining an advantage.  In one game, a basketball game, shooting from a particular spot on 
the floor led to a much greater chance of making a three point field goal than any other three point 
shot.  Knowing this, among friends, it would be customary to exploit the glitch ruthlessly until your 
opponent caught on and, with a laugh, an informal rule against it was made in the spirit of 
competition.  But it is not hard to see that should the game have real consequences; say, if they were 
part of a tournament with cash prizes; then matters would be different.  A typical 'glitch' game 
therefore has the following structure, depending on whether you are in-the-know or in-the-dark:

Where ay is in-the-dark and ax is in-the-know
I.
ay\ax Law Indiscriminate Only as needed never

never 0\0 -5\5 -3\3 0\0

Where ay and ax are in-the-know
II.
ay\ax Law Indiscriminate Only as needed never

Law 0\0 0\0 0\0 0\0

Indiscriminate 0\0 0\0 2\-2 5\-5

Only as needed 0\0 -2\2 0\0 3\-3

never 0\0 -5\5 -3\3 0\0

Where it is understood that if someone is in-the-dark, then they can only use 'never' as their  
strategy.  The strategies have the following properties:

Law: only available to those in-the-know, if someone chooses this strategy, then everyone in the  
group is forced into this strategy for the current game and the remainder of the other games;  
indicates that a law is now in effect not to use the glitch and therefore everyone knows of the glitch  
to no-ones advantage.

Indiscriminate: only available to those in-the-know, it indicates that the user is using the glitch to  
their advantage without caution as to revealing the glitch to others.

Only as needed: only available to those in-the-know, it indicates that the user is using the glitch to  
their advantage with caution not to reveal it to others.

Never: indicates that the user doesn't use the glitch either willfully or out of ignorance.

In general, we take this as a model of innumerable games, and simply understand the payouts  
mentioned as relative (dis)advantage in the various scenarios.  This expands our games beyond  
those which are zero sum to those which are n-sum; e. g. a null payout above, 0\0, can represent  
10\10 in a 10-sum game, while -3\3 represents 7\13.

Consider now a series, or tournament of such games, amongst a group.  It may seem from the above 
description that one should always choose indiscriminate for this is the dominant strategy, but as 
you use the glitch, others may catch on.  As they catch on, the games tend to switch from type I to 



type II, and players in-the-know have no strategic advantage in games of type II.  To guard against 
this, players in-the-know will tend to use only as needed more and indiscriminate less or not at all. 
To model these effects, we can assume that every player in the group will watch every game played 
within the group.  A given game will have a certain number of exploits in it.  If the player chooses 
only-as-needed we can say that this adds one exploit, and if they choose indiscriminate they add 
x>1 exploits.  We can then model the probability that a given player in the group will learn of the 
glitch as the probability that a binomial variable with small p and n=x+1, takes a value greater than 
1.
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Strategically, it may seem evident that one who is in-the-know has no reason to declare a public law, 
since doing so, they immediately lose their advantage.  While if they choose to indiscriminately use 
the glitch, they are not likely to be maximizing their overall utility in the tournament, for the fact 
that they are more likely to give up the secret (for large enough p and an arbitrarily long tourney). 
On the other hand, they may use the glitch only as needed, to gain a relative advantage while 
keeping people from catching on.  It is evident that in such games the rational thing to do is exploit 
the glitch for what it is worth, but how one goes about this will depend on how a number of 
parameters are set.  The most important among these are 

1. p, as indicated above, the probability of inadvertently passing knowledge of the glitch.
2. the amounts of the actual payouts in the table; where we always assume that the numerical 

ordering (<) of the payouts are the same for all such games, though the magnitudes change.
3. The number of potential indiscriminate users there are in the group.
4. The rate at which an indiscriminate user would exploit the glitch, as indicated by a 

distribution of exploits-per-game

Given these our task is to determine the maximizing frequency of use of the glitch by an only-as-
needed user.  We will not be so concerned with how the glitch is exploited within a game, so that 
one may use it to their advantage against other only-as-needed users in particular games.  Rather, 
we are concerned with how the relationships between the games influence expected utilities of 
exploiting the glitch for only-as-needed users.  To this end, our primary concern will be with how 
many exploits per game the only-as-needed user should use; or alternatively, as a mixed strategy 
may be more appropriate, from what distribution of the number of exploits an only-as-needed user 
should sample from.  

We can make this a more classically game-theoretic problem by just getting rid of the 
“indiscriminate” user, and assuming that all of the users are uniformly rational.  This is an 
important case which should be addressed.  We can also assume that the people in the population 
are from some distribution which vary in their rates of use.  For now, we can just assume this basic 
case of two user types and vary the number of potential indiscriminate users; when this number is 
zero, we are addressing the case of a uniform population of rational users.

How it is that the “society” is set up is an important question.  In the code attached, I have 
used something of a round-robin format among a single group, where everybody plays everybody 
else and everybody sees everybody else play.  You can use a more traditional elimination style 
tournament, for different results.  In addition, there are a series of more realistic societies one can 
set up.  For instance, consider multiple groups.  When people in one group play, it is only the 
members of the group who see them play and can learn the glitch.  Should these people then go to 
another group, they carry knowledge of the glitch with them.  Subsequently, they can use it to their 
advantage in this group, but at the price of spreading it further, to people they may run into down 
the road.

Furthermore, we may consider the possibility that people who see a glitch being used against 
them are more inclined to search for new glitches, as well as the costs of this search.  And finally, 



we may consider the possibility that they will look for glitches in other games as a result as well. 
And in the end, we can consider the net effect on society at large, as a result.  I have touched on this 
a bit in a more literary work I've done, and included in the .zip.  My sentiment is that this full 
analysis is beyond the scope of this project.

As regards finance, we can view a “glitch” as an inefficiency in the markets.  If you know of 
the inefficiency, the question is how to go about “milking” it, under given conditions.  After 
establishing this result, we can consider the possibility that “exploiting inefficiencies” for monetary 
gain may be a detriment to society at large, for the fact that it promotes exploitative behavior 
generally.  This can be touched on in a conclusion I think, as it relates to “Lemon Markets”, but 
would not be a focus (again, see the more literary work).
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My intention is to set up a battery of simulations which may spark intuitions for an analytical result, 
i.e. an equilibrium point in the context of classical game theory.  This should not be terribly hard to 
set up, but analyzing the data will take work.  In all, I'm very excited about this project and its 
prospects.


